Workshop Draft Text

Community and Municipal Broadband at ONA

This workshop will examine the impacts of alternate models for Internet access to privately owned Internet Service Providers (ISP), specifically the huge companies like Comcast, Verizon, and AT&T that regularly appear on the lists of America's most hated companies for what consumers see as soaring prices, slow speeds and indifferent customer service. If communications services, the nuts and bolts of how we speak to each other in the online world across bounds of geography, were no longer in the virtually exclusive hands of these select few companies, what would that mean for the ongoing digital divide, community self-empowerment, the kind of content we can create and access and the competitive economic landscape in new media?

The workshop is timely after FCC Chair Tom Wheeler and Commissioners Clyburn and Rosenworcel acted on February 26, 2015 to grant the petitions of the Cities of Chattanooga, Tennessee and Wilson, North Carolina to expand their municipal networks beyond municipal boundaries, slapping down state laws to restrict the growth of municipal broadband networks. Only two months later, the State of Tennessee filed suit against the FCC claiming federal overreach of state sovereignty. Do in fact states, which in this case are of course restricting their own municipalities, have the right to cut off available Internet services to the people of their state, in effect reducing competition and protecting private monopoly/duopolies currently in existence?

Municipal broadband has pros and cons. Cities don't always have the strongest technical personnel, waste, fraud and abuse can occur, as well as the kind of municipal bureaucracy we're all familiar with. And some cities have stepped into this sector and failed miserably. But government mandates to provide universal service can have great value in a society with a persistent digital divide. Internet service in the United States has lagged terribly compared to other developed countries (and even some less developed countries), making the case for more competition with the industry leaders a compelling one. And customers consistently speak with their feet, as they did in Chattanooga where communities located outside the city boundaries clamored for access to the City of Chattanooga's network, setting off the federal/state fight.

Community broadband is a term that covers a range of possibilities including municipal-style networks housed in independent not for profits instead of a municipality itself, but still drawing upon public resources like fiber under the streets. Also covered under the community broadband rubric is a plethora of decentralized networks, built on peer to peer open sharing models and taking a cue from what is often called the sharing economy to alter the culture of purchased private one-to-one connections into one where neighbors share Internet connections freely and build community via mesh connections. These kind of peer sharing networks present a challenge to the  private purchase model (although Comcast has picked up the model and partially implemented it in Xfinity) and cause us to redefine the idea of an Internet connection as a possession that belongs to our house or workplace.

Additionally the explosive growth of public wifi in cafe culture (is there any place without wifi cafes nowadays?)  signals the growing public acceptance of Internet networks as a public service and not simply a private transaction.

Are these growing changes to the traditional hardware of the Internet going to be the final solution to the digital divide? What is the impact of the Internet changing from a private service to a more public one on the kind of public conversation that occurs on-line? Will the entry of municipal, non-profit and peer sharing networks into the marketplace cause economic tremors for the big providers and will that entry be encouraged or slowed down by regulators in the coming years? Will the big companies be able to effectively compete with the newcomers? 

These are some of the questions we hope to explore in this workshop which should equip digital journalists with the tools they need to analyze the many different kinds of public networks that may exist or come to exist in their region, and effectively discuss their impacts on the digital scene as well as understand the national picture as the federal government, states and cities butt heads, individual entrepreneurs grab on to decentralized network options to disrupt the traditional business model for online access and diverse communities continue to grapple with how to participate in the online world to share their perspectives, tell their stories and impact the public dialogue.

Possible Panelists/Contributors

2) Someone from the City of Chattanooga 

3) Maybe someone from this project (won an award from Natoa) - “Oconee FOCUS

for transforming rural Appalachian Oconee County into a broadband  oasis by creating a 245 mile fiber network providing reliable, high capacity, redundant  connections both int o and out of the County, 

through a collaboration of community  leaders including county government, local businesses, the Red Cross, and the Eastern  Band of the Cherokee Indians. Contact: Mike Powell, FOCUS Director              Kim Wilbanks, Project Manager 864-638-4245

4) April Glaser – Omni Community Space, Sudo Room and formerly Electronic Frontier Foundation

5) Guy in LA who helped develop Little Tokyo. I'll remember his name eventually. He's great. Sean McLaughlin knows him. 

Big Data and The Internet of Things at NICAR

This workshop will take a sober look at the pros and cons of the disruptive and deliciously convenient new technologies dubbed  the Internet of Things. As we celebrate and write about the innovations to come, it's necessary to take stock about how the speed of technological change often outstrips and by many miles, the control mechanisms to prevent misuse, as has been seen in electronic surveillance. What will our talking, personal and customized accessories know about us and who and what will have access to that information? Will we, as consumers and users, even be fully aware of how our enjoyable new gadgets work, how they interlink, where the data is stored and what is connected to what?

Historically, disruptive technology as with other seismic shifts in the way we live, has not only dictated  economic winner and losers in sometimes stark terms, it has also provided in the early days of change, a wide open frontier where the parameters of what is acceptable and what is not is totally permeable. This often leads to seemingly incomprehensible gaps in the safety net, which have their severest impacts on the most vulnerable constituencies in our communities, who are less protected by financial resources and access to authorities and litigation options. 

As this new technology looms, this workshop aims to look at the data about what the Internet of Things may make possible in the next decade and dig into data sets that examine the underbelly of the flow of information to and from our new smart appliances. The weak points in systems, the possible anarchic impacts of system intruders, storage challenges, and the public policy question of shaping regulations that protect consumers without stifling inventions not yet invented, will be looked at to help journalists at the frontier of data analysis to talk intelligibly at the border of technology disruption and regulation.

Most coverage of the Internet of Things has veered from breathless paens to the amazing things we can expect from the next generation of appliances to a luddite construction of appliances that own us instead of us owning them. This workshop, developed for the journalists most equipped to highlight the issues and point technology development towards the middle road it needs to follow to support technological improvements while insisting on data flow transparency, basic privacy and protections against potential abuse by bad actors. 

Coverage about these issues that is forward-looking as these technologies develop, rather than an ater-the-fact chronicling about what went wrong, will facilitate good public policy as well as protecting early adopters from unforeseen impacts.

Seeta Pena Ganghadjaran, Open Technology Institute

David Robinson/Harlan Yu -Equal Future

Someone from Ars Technica – maybe Sean Gallagher, Tech Editor

If we could get them, maybe a staffer from FTC head Edith Ramirez's office. - they just issued a report:

https://www.ftc.gov/system/files/documents/reports/federal-trade-commission-staff-report-november-2013-workshop-entitled-internet-things-privacy/150127iotrpt.pdf

